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Administrator systemu — sprawuje opiekg nad systemem, przydziela prawo uzyt-
kowania, katalog domowy oraz powtokg-shell; okresla udziat uzytkownika w sys-
temie; ma dostep do wszystkich plikow.

Adres internetowy — 32-bitowy adres umozliwiajacy identyfikacjg sieci i kompute-
roéw.

Adres podsieci — W TCP/IP fragment adresu IP identyfikujacego wydzielona czgs¢
sieci (podsiec), poziomu przypisanego do kazdego wezta w sieci. Adres ten zwykle
odnosi si¢ do karty sieciowej wezta. Przyktadem adresu sprzgtowego jest 48-bitowy
adres ethernetowy.

Adres sieciowy — w sieciach TCP/IP jest to adres IP wezta.

Architektura klient/serwer — jest to okreslenie czesto uzywane w przypadku, gdy
na przyktad jeden z programow stuzy do wydawania polecen (klient), a drugi (ser-
wer) je wykonuje. Moga one by¢ od siebie oddalone, ale musza by¢ potaczone w tej
samej w sieci.

ARPANET — W latach 1966-67 Departament Obrony sfinansowat prace nad ekspe-
rymentalnym taczeniem odlegltych od siebie komputeréw. Wykorzystano w nich
wczesniejsze doswiadczenia z systemami wielodostepnymi (timesharing), w kto-
rych przytaczano wiele terminali do jednego komputera. Okazato sig, ze nie byto
problemoéw z aczeniem komputeréw roznych typow, ale pojawity si¢ one w przy-
padku uzywanych linii telefonicznych (byly zbyt wolne i zawodne). W 1967 roku
zaprezentowano plan sieci pakietowej ARPANET, ktora miata ze soba potaczy¢
poczatkowo cztery wybrane centra: Uniwersytet Kalifornii w Los Angeles (UCLA),
Stanford Research Institute (SRI), Uniwersytet Kalifornii w Santa Barbara (UCSB)
i Uniwersytet Utach. W kazdym z nich do duzego komputera klasy mainframe miat
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zosta¢ dotaczony minikomputer pelniacy funkcje wezta przetaczajacego, okreslany
mianem IMP (interface message processor). W odréznieniu od systeméw wielodo-
stgpnych, opartych na architekturze klient-serwer, miata to by¢ sie¢ komputerow
rownorzednych (peer-to-peer). Mialy one zosta¢ potaczone liniami dzierzawionymi
o przepustowosci 50 kbps, dostarczonymi przez AT&T.

ASCII — (American National Standart Code for Information Interchange) — naj-
bardziej rozpowszechniony standard kodowania znakow. Zestaw ASCII zawiera li-
tery alfabetu, cyfry oraz r6znorodne znaki i symbole. Poczatkowo bylo to 128 znakéw
i odpowiadajacych im kodom. Praktycznie jest to ,,czysty” plik tekstowy, w ktorym w
przeciwienstwie na przyktad do plikow tekstowych Worda, nie wystgpuja rézne
czcionki, tabele, rysunki itp. Plik ASCII ma dokfadnie taki sam rozmiar (w bajtach),
co ilos¢ znakow zapisanych w pliku z uwzglednieniem spacji, przecinkow itp.

Asynchronicznos¢ — jest to brak jakiejkolwiek regularnosci wystgpowania w czasie.

Atak Denail of Service — jest to rodzaj ataku, powodujacy odmowe ustugi na za-
atakowanym komputerze. Mozna zablokowa¢ komputer tak, by przez pewien czas
(poki np. nie zostanie zrestartowany system) nikt nie mogt skorzysta¢ z czgsci lub
wszystkich jego ustug. Najbardziej znanym przyktadem moze by¢ tu np. Nuke,
Land, Hanson, Boink, Jolt, Newtear, Pong, Teardrop.

Back Door — to dostownie: tylne drzwi. Jest to program (czg¢sto kon trojanski) in-
stalowany gltéwnie na serwerze, a jego zadaniem jest umozliwienie dostania si¢ do
niego (z omini¢ciem zabezpieczen) hakera. Jest to bardzo czgsto stosowana techni-
ka, za pomoca ktorej haker moze wielokrotnie powraca¢ nawet na bardzo zabezpie-
czony serwer.

Backup — tworzenie kopii zapasowej danych (archiwizacja).

BBS (Bulletin Board System) — komputer odbierajacy telefony (a wlasciwie mo-
demy) z oprogramowaniem pozwalajacym uzytkownikowi na wysylanie i odbiera-
nie poczty oraz plikow. Niektore BBS-y oferuja inne dodatkowe mozliwos$ci.

Bod (Baud) — jednostka miary okreslajaca liczbg zmian stanu sygnalu w jednej se-
kundzie. Jesli sygnal moze przyjmowac tylko dwa stany, to szybkos$¢ transmisji w
baudach odpowiada szybkos$ci mierzonej w bitach na sekundg.

Bramka — to okre$lenie tradycyjnie oznaczato w Internecie urzadzenie spetniajace
funkcj¢ rutera. Obecnie jednak terminu tego uzywa si¢ w odniesieniu do urzadzen
sieciowych dokonujacych konwersji wszystkich protokotow sieci jednego typu na
protokoty innej sieci.

Brute-Force — jest to technika stosowana przy tamaniu hasel. Polega ona na
sprawdzaniu kolejno wszystkich mozliwych kombinacji liter, cyfr i znakéw (w do-
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wolnej konfiguracji). Technika jest w 100% skuteczna, ale warto stosowac ja tylko
do ztamania krotkich hasel, gdyz wraz ze wzrostem dtugosci hasta, niewyobrazalnie
ro$nie dhugos¢ jego wynajdywania,

BSD (Berkley Software Distribution) — jest to oprogramowanie dla systemu Unix.

Crack — dostownie: ztamacé, rozwali¢, roztrzaska¢ itp. Crackowa¢ mozna zar6wno
hasta (w tym przypadku cracker je wynajduje), jak i programy (poprzez odpowied-
nig modyfikacj¢ mozna uzyskac rézne efekty, ale najczesciej jest to odblokowanie
funkcji niedostgpnych w wersji demo).

Cracker — wtasciwie pod tym hastem kryja si¢ dwie osoby:

— cztowiek zajmujacy si¢ nielegalnym udostgpnianiem programéw (czyli fama-
niem zabezpieczen, omijaniem praw autorskich itp.);

— czlowiek bardzo podobny do hakera, ktorego zamiary sa jednak bardziej ztosli-
we — wilamuje si¢ do systemow, niszczy i kradnie dane.

CRC (Cyclic Redundancy Check) — cykliczna kontrola nadmiarowa. Funkcja ma-
tematyczna uzywana do weryfikacji bezbtedno$ci transmisji w sieci. CRC pelni
takze rolg ,,porownawcza” (uprzednio trzeba stworzy¢ ciag CRC na podstawie
100% pewnego pliku) na przyklad wtedy, gdy chcemy by¢ pewni, ze wazny pro-
gram na naszym serwerze nie zostat zmodyfikowany czy zarazony wirusem itp.

Cyberkultura — to kultura wieku informacji. Poczatkowo kojarzona jedynie z
cyberpunkiem, dzisiaj obejmuje dziatania o charakterze tworczym zwiazane ze
Swiatem komputerdw, sieci, Internetu, multimediow, itp.

Cyberpunk — poczatkowo nurt w literaturze fantastyczno-naukowej, zainicjowany
na poczatku lat 80. nowelami i ksigzkami Williama Gibsona i Bruce'a Sterlinga.
Termin powstat przez skojarzenie prefiksu stowa cyberprzestrzen z nihilistycznym
$wiatopogladem punkow.

Cyberprzestrzen — ,,przestrzen informacyjna” zrealizowana w sposob pozwalajacy
na jej eksploracje oraz odczuwanie wrazen za pomoca zmystdéw pobudzanych
wspomaganymi komputerowo urzadzeniami.

Deamon — typ programu czg¢sto spotykanego w réznych implementacjach systemu
Unix. Program taki dziata samodzielnie i bez nadzoru wykonuje okreslone, stan-
dartowe ushugi.
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Debugger — program umozliwiajacy $ledzenie funkcji programu. Jest on bardzo
przydatny przy programowaniu, jak i przy crackowaniu innych programow.

Denail of Service — patrz: Atak Denail of Service.

DNS (Domain Name Service) — jest to serwer nazw, przyporzadkowujacy po-
szczegodlnym adresom IP odpowiednie nazwy. Dzigki niemu odwolanie si¢ do ser-
wera moze si¢ odby¢ po wpisaniu np. www.blabla.co.pl, a nie tylko po wpisaniu
adresu IP (czyli ciagu liczb).

DoS — patrz: Atak Denail of Service.
Dostawca internetu — patrz: Provider.

Dziennik — jest to program, ktory rejestruje zdarzenia na danym komputerze. Moze
on zapisywac potaczenia, otwierane pliki itp. Dzigki niemu administrator moze zo-
baczy¢, co dziato si¢ pod jego nicobecnosé. Jest on zapisywany jest do plikow,
zwanych takze logami.

Dziura — jest to z reguty btad w programie, ktéry moze zosta¢ wykorzystany przez
hakera.

Exploit — jest to program, ktory wykorzystuje rozne dziury w systemie (moze miec¢
wplyw na ich dziatanie, zawiesza¢ je lub nawet przejac¢ nad nimi kontrolg). Najczg-
sciej exploitem jest program dla Uniksa lub Linuksa, gdyz najwigcej ludzi zajmuja-
cych si¢ nimi ,,na powaznie” to uzytkownicy tych systeméw. Jednocze$nie sa
stanowia one czgsto zrodto poznania dla kazdego administratora (lub hakera), ktére
pozwala zapozna¢ si¢ z dziataniem i wykorzysta¢ do wiasnych celow.

Faq (Frequency Asked Questions) — jest to plik tekstowy, ktérego teoretycznym
celem jest odpowiedz na najczg$ciej zadawane pytania dotyczace wybranego te-
matu.

Geek — osoba, ktorej praca oraz pasje koncentruja si¢ na komputerach, sieciach i
nowoczesnych technologiach w stopniu znacznie przekraczajacym tradycyjnie
pojmowane hobby.
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Grupa dyskusyjna — wyodrebnione formalnie miejsce, w ktorym mozna wymie-
nia¢ z innymi osobami informacje i poglady na okreslone tematy. Najbardziej po-
pularne fora dyskusyjne naleza do sieci Usenet.

Haker — jest to cztowiek, ktory za sprawa swoich zdolno$ci informatycznych (cza-
sami nie tylko!) potrafi wlamac si¢ do innych komputerow, nie kradnac jednocze-
$nie z niego danych. Nie niszczy ich, lecz robi to dla sprawdzenia samego siebie.

Hardware — sprzet, technika, elektronika, urzadzenia.
Hash — to po prostu znaczek ,,#”.

Host — jest to komputer podtaczony do sieci, posiadajacy wiasny adres IP nalezacy
do odpowiedniej domeny.

HTML (Hyper Text Markup Language) — jest to najbardziej rozpowszechniony j¢-
zyk programowania w sieci. Stosowany na kazdej stronie WWW pozwala na proste
i wygodne formatowanie tekstow, tworzenie powiazan pomigdzy nimi, przesylanie
grafiki, dzwigku oraz wielu innych rodzajéw danych.

ICQ (I Seek You) — coraz bardziej popularny program do komunikacji w sieci. Jest
wielo platformowy, szybki i sprawny. Mozna za jego pomoca wysyta¢ krotkie wia-
domosci, pliki, URL, a takze porozmawiac ,,na zywo” za pomoca funkcji chat. Pro-
gram zupehlnie nie zalezny od standartowych ustug typu e-mail czy IRC, w
przeciwienstwie do ktérego sami ustalamy list¢ naszych przyjaciot.

1P Spoofing — jest to bardzo skuteczna i czgsto stosowana technika pozwalajaca na
podszycie si¢ pod inny komputer. Jest kilka jego odmian — mozna stosowa¢ od-
powiednie oprogramowanie na wilasnym komputerze, lecz takze odpowiednio
»podkreci¢” rutera tak, by zamiast przekazywac pakiety do komputera XXX, prze-
kazywat je hakerowi. Do spoofingu nalezy takze wysylanie poprzez otwarty port
ICQ dowolnych informacji (wystarczy podac jako nadawce cudzy numer UIN).

IRC (Internet Really Chat) — program, za pomoca ktérego mozemy porozmawiac
(piszac na klawiaturze) z wieloma ludzmi z calego $wiata. Wchodzac na ogdlno-
swiatowe kanaty IRC widzimy wszystkie wypowiedzi kazdej osoby (a kazdy widzi
nasze), dzigki czemu IRC mozna by nazwaé swego rodzaju konferencja. Porzadku
na kanale pilnuja IRC Opy oraz Boty.

IRC kanal — jest to wirtualne miejsce w sieci, w ktorym spotykaja si¢ czgsto dzie-

sigtki ludzi z ré6znych miejsc $wiata. Kazda nazwa kanatu IRC jest poprzedzona
znaczkiem hash, po czym nast¢puje wlasciwa nazwa kanatu np. #techno, #teqnix,
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itp. Gdy chcemy zlokalizowa¢ rejon, dla ktérego kanat jest przeznaczony (a do-
ktadniej jezyk) dodawana jest koncéwka symbolizujaca jezyk np.#hakpl, #amigapl
itp. Aby wejs¢ na kanatl IRC musimy posiadac specjalny program, ktory po zalogo-
waniu si¢ do serwera IRC przylaczy nas do wybranych kanatéw. Nalezy takze pa-
migta¢, ze gdy chcemy si¢ faczy¢ z kanalami polskimi, najlepiej laczy¢ si¢ z
polskimi serwerami IRC.

Kanat IRC — patrz: IRC kanat.

Key Logger — jest to program, ktorego zadaniem jest rejestrowanie wszystkich lub
tylko niektorych wpisywanych tekstow za pomoca klawiatury. Najczesciej stoso-
wane sa Kay Loggery programowe (zgrywajace wynik do pliku), ale istnieja takze
ich sprzgtowe wersje (np. maty uktad podtaczony migdzy klawiatura a kompute-
rem). Dzigki nim mozemy zarejestrowac¢ wpisywane hasta, informacje itp.

Klient — patrz: Architektura klient/serwer.

Kon trojanski — jest to program, ktdrego celem jest petnienie specjalnych funkcji
»udajacych” inny program. Przykladem moze tu by¢ ,,podmieniony” program lo-
gujacy, ktory poza tym, ze dziata jak oryginal, zapisuje wprowadzone hasto do pli-
ku tak, zeby pdzniej mogto by¢ przejrzane przez hakera. Stosowane sa takze konie
trojanskie dziatajace na zasadzie klient/serwer, ktore sktadaja si¢ z programu, jakim
bedziemy wydawaé polecenia, oraz ,,shugi” zainstalowanego na komputerze ofiary,
wykonujacego réznego rodzaju zadania.

Lan (Local Area Network) — jest to sie¢ lokalna obejmujaca komputery umiesz-
czone w niewielkiej odleglosci od siebie.

Lamer — jest to bardzo ciekawe, cho¢ doktadnie niesprecyzowane okreslenie
czlowieka, ktory nie zna si¢ specjalnie na kwestiach zwigzanych z programowa-
niem. Ogolnie jest ono obrazliwe.

Link — odno$nik, potaczenie, hipertacze.

Linux — system zupehie niezalezny od produktéw Microsoft. Sposdb jego dziata-
nia jest zupetnie inny —darmowy, bez przerwy rozwijany. Istnieje jego wiele od-
mian, z czego najbardziej znanymi sa Red Hat, S.u.S.E., Shockware, Debain. W

dziataniu nieco podobny do jest Uniksa.

Logi — sa to pliki, w ktorych utrzymywane sa historie zdarzen na danym kompute-
rze. Sa one wynikiem dziatania programéw typu Dziennik.
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MAN (Metropolitan Area Network) — jest to sie¢ miejska, obejmujaca teren o za-
siggu jednego miasta. Zapelnia ona luke¢ pomigdzy sieciami LAN oraz WAN.

MDS5 — jest to 128-bitowy algorytm szyfrujacy, stosowany migdzy innymi w nie-
ktorych wersjach Uniksa.

Mirror — jest to kopia serwera lub samej strony, ktora znajduje si¢ w innym miej-
scu w sieci. Jego stosowanie pozwala odciazy¢ serwer gtowny, zachowujac wszyst-
kie Iub co najmniej czg$¢ jego zasobow.

Modem — jest to urzadzenie podlaczane do komputera, ktére umozliwia przesyta-
nie danych w postaci cyfrowej przez analogowe sieci. Urzadzenie to sktada si¢ z
MODulatora oraz DEModulatora sygnalu pozwalajacego na nadawanie i odbior
zrozumiatego dla nich sygnatu. Od tego zreszta pochodzi nazwa.

Nick — nazwa, pod ktdra rozpoznawany jest uzytkownik sieci (np. na IRC-u).

Off-line — dostownie: poza linig. W trybie off-line (a moze by¢ on w pojedynczym
programie) pozostajemy odiaczeni od sieci az do momentu wejscia w tryb on-line,

On-line — dostownie: na linii. W trybie tym jestesmy podtaczeni do sieci az do
momentu jej odtaczenia, czyli przejscia w tryb off-line.

Pakiet (TCP/IP) — jest to najmniejsza porcja danych przesytanych w sieci. Moga
to by¢ np. r6znego rodzaju komendy wymieniane pomigdzy komputerami.

Phreaking — jest to dziedzina podobna w konwencji do hakingu, lecz tyczaca sig...
telekomunikacji.

Ping — jest to komenda, ktorej zadaniem jest wysytanie do innego komputera ko-
munikatu przypominajacego pytanie w stylu ,,zyjesz?” (Ping?). O ile drugi kompu-

ter bedzie mial mozliwo$¢ odpowiedzi, potwierdzi: ,.tak!” (Pong!).

Plugin — dostownie: wtyczka. Wiele programow (nie tylko do obrobki dzwigku)
ma tzw. architekturg otwarta, co oznacza, ze mozna doda¢ do nich tzw. podprogra-
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miki (pluginy-wtyczki), ktére nie dziataja samodzielnie, tylko wspolpracuja z pro-
gramem-matka.

POP3 (Post Office Protocol Version 3) — protokol wykorzystywany do odbierania
poczty zgromadzonej na serwerze pocztowym.

Port Scanning — jest to technika pozwalajaca na zorientowanie sig, ktore z portow
innej sieci sa aktualnie uzywane i udostgpnione. Dzigki temu mozemy si¢ dowie-
dzie¢, ze dziala tam np. FTP, finger, serwer pocztowy. Istnieje kilka odmian port
scanningu, réznigcych si¢ efektywnoscia, stopniem trudnosci, wysytanymi pakie-
tami, rodzajem skanowanych portéw, itp.

Provider — jest to — najprosciej moéwiac — dostawca Internetu. Moze on $wiad-
czy¢ ustugi poprzez rozne potaczenia (modem, tacze state), oraz w roznym zakresie
(ograniczmy si¢ jednak do komputeréw) udostepniac¢ konta e-mail, miejsce na stro-
ny WWW itp.

Przejecie kanatu IRC — patrz: Takeover.

Quot — jest to obszar pamigci dyskowej wyznaczany przez administratora dla
uzytkownika na jego dane.

SATAN — jest to typ programu skanujacego (Skaner portoéw TCP/IP), ktérego skro-
cony opis znajduje si¢ ponizej.

Autor: Dan Farmer i Weitse Venema

Jezyk programowania: C. Perl

Wyjsciowy system operacyjny: Unix (ogdlnie)

Docelowy system operacyjny: Unix

Wymagania: Unix, Perl 5.001, C+, pliki nagtéwkowe IP, prawa administratora

Program skanujacy SATAN ujrzat $wiatlo dzienne w kwietniu 1995 roku i od razu
spowodowat duze zamieszanie w Srodowiskach ludzi zajmujacych si¢ bezpieczen-
stwem w Sieci. Cieszyl si¢ on zainteresowaniem medialnym jak zaden inny pro-
gram tego typu, gdyz byt programem skanujacym, ktéry nie tylko sondowat
wigkszo$¢ luk znanych juz w systemach zabezpieczen, ale takze — jesli odnalazt
taka luk¢ — natychmiast przedstawial szczegoélowe wskazowki dotyczace tego, jak
t¢ lukg wykorzystac i dla przeciwwagi — jak ja wyeliminowac. Ponadto SATAN
okazatl si¢ pierwszym programem skanujacym, ktory zwracat efekty swej pracy w
formacie przyjaznym dla uzytkownika.
Program ten do interakcji z uzytkownikiem wykorzystuje interfejs HTML z formu-
larzami, w ktorych wpisuje si¢ serwery do gotowe skanowania, oraz z tabelami, w
ktorych zwraca wyniki. Pojawiaja si¢ tu rowniez kontekstowe opisy znalezionej lu-
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ki. Jest to Swietne narzg¢dzie z dobrze napisanym kodem i duzymi mozliwosciami
rozszerzania.

SATAN zostat zaprojektowany dla platformy Unix i napisany w jezykach C i Perl,
co pozwala uruchomi¢ go pod kontrola réoznych odmian tego systemu operacyjne-
go.

Program skanuje odlegle serwery w poszukiwaniu znanych luk w systemami za-
bezpieczen, czyli:

¢ Luk w serwerze FTPD;

¢ Luk w sieciowym systemie plikbw — NFS;
¢ Wad NIS;

¢ Luk RSH;

¢ Wad pakietu Sendmail;

.

Luk serwera X Window.

Script kiddie — jest to okreslenie stosowne dla ludzi, ktorzy nie sa juz tylko lame-
rami, ale jakimi§ podstawowymi sztuczkami osiagaja coraz lepsze efekty w hako-
waniu. Ze wzgledu na sposoby dziatania (np. korzystanie z gotowych skryptow) nie
sa do konca lubiani przez prawdziwych hakerow.

Secret Service — specjalny odziat policji, $cigajacy przestepstwa komputerowe.

Serwer — aplikacja reagujaca na zadania klientow. Jest on szeroko stosowany w
szerokim wachlarzu ustug — od drukowania, zarzadzania plikami (np. FTP) po ob-
stuge terminali i przesytanie danych. Patrz: Architektura klient/serwer.

Serwer plikow — program dziatajacy na komputerze gtownym umozliwiajacy do-
step do plikéw z innych komputerow.

Serwer pocztowy — komputer najcze$ciej na state podtaczony do Sieci zajmujacy
si¢ przesylaniem poczty elektronicznej pomigdzy konkretnymi uzytkownikami.
Mozna go znalez¢ skanujac Sie¢ pod katem otwartego portu 25.

Sie¢ komputerowa — zbidr komputerow i innych urzadzen potaczonych w celu
umozliwienia wydajnej komunikacji.

Skanowanie portow — patrz: Port Scanning.

Stownik — jest to czysty plik tekstowy (ASCII) ze spisem najczgsciej uzywanych
stow, nazw, imion itp. Czym wigkszy jest zestaw stow, tym wigksze prawdopodo-
bienstwo, ze za jego pomoca uda si¢ ztamac szukane hasto.

Stownikowe lamanie hasel — to technika stownikowa stosowana przy tamaniu ha-

set. Polega ona na pobieraniu kolejno stow ze spisu (stownika) i sprawdzaniu ich
pod katem podobienstwa z szukanym hastem. Technika ta jest szybka i efektywna
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tylko wtedy, gdy przypuszczamy, ze prawdziwe hasto moze znajdowaé si¢ w na-
szym pliku (np. wiemy, ze hastem jest jakie$ standartowe stowo, imi¢, nazwa itp.).

SMTP (Simple Mail Transfer Protocol) — protokot stuzacy do wysytania poczty
elektroniczne;j.

SMTP Serwer — komputer, na ktorym dziata serwer poczty elektronicznej umozli-
wiajacy jej wysylanie.

Sniffer — patrz: Sniffing.

Sniffing — dostownie: niuchacz. Jest to niezwykle efektywna technika shuzaca do
podstuchiwania pakietow wymienianych pomigedzy komputerami. Dzigki niej moz-
na przechwyci¢ wysylane dane. Sniffer umieszczony w newralgicznym miejscu
Sieci staje si¢ bardzo niebezpiecznym narzedziem.

Software — oprogramowanie.

Spam — jest to pewien rodzaj ataku, polegajacy na ,,zalewaniu” masa wiadomosci
(np. otrzymanie 1000 takich samych maili czy wiadomosci w ICQ).

Stuff — oznacza to, samo co software, ale bardziej pieszczotliwie.
Spoofer — patrz: IP—Spoofing.
Spoofing — patrz: IP—Spoofing.

Sysop — System Operator, czyli osoba nadzorujaca BBS, ktéra ustala zasady ko-
rzystania z BBS-u, nadzoruje pracg systemu i uzytkownikow.

Tracerout — jest to proces pozwalajacy na okreslenie, przez jakie komputery prze-
chodzi informacja zanim dotrze do odbiorcy.

Trojan horse — patrz: Kon trojanski.

Tylne drzwi— patrz: Back Door.

UIN — jest to unikatowy numer identyfikacyjny dla poszczegdlnego posiadacza
ICQ, ktory pelni funkcje podobng do adresu e-mail.

Underground — podziemie.
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Upgrade — uaktualnienie.

Wan (Wide Area Network) — jest to sie¢ zlozona z komputeréw znajdujacych sig
od siebie w duzej odleglosci (np. Internet). Do ich potaczenia wymagane jest naj-
czesciej zastosowanie publicznej sieci telekomunikacyjnej.

Warez — jest to okreslenie pelnej, komercyjnej wersji oprogramowania dostegpne;j
w sposob nielegalny. Webmaster — dostownie: mistrz sieci. Jest to cztowiek, ktory
zajmuje si¢ tworzeniem i utrzymywaniem serwera oraz stron WWW.

X Window — nakladka typu klient/serwer opracowana dla systemow Linux czy
Unix. Ulatwia pracg z tymi systemami za pomoca wygodnych interfejsow graficz-
nych, mogacych przybra¢ forme bardzo zblizona do Winsows. X Window pozwala
na zdalng pracg z oddalonymi komputerami prowadzonag poprzez Sie¢. Jako ze
wprowadza to ,,wigkszy zamet” w krystalicznie czystym systemie, hakerzy wolg z
niego nie korzystac.

Y2K (Year 2 thousand) — jest to ostatnio bardzo popularne okreslenie btgdu w
oprogramowaniu, ktore mogto powaznie zagrozi¢ swiatu w roku 2000 (ale objgte
problemem jest takze kilka pochodnych dat).

Zin hakerski — magazyn hakerski (gazeta, biuletyn) wydawany w wersji elektro-
niczne;j.
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